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attacker to compromise the networked system. The first and
second rules are defined herein. Alternatively or addition-
ally, one or more of the RASM instances are pre-installed on
one or more RASM-hosting nodes before the penetration
testing commences.
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the attacker in a way that does not give the attacker full
control of the purple-class-member network node. The cam-
paign tests whether an attacker would be able to achieve full
control of a target node by using privilege escalation tech-
niques and one or more access rights achieved by compro-
mising the target node.
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